
Action Status Progress

1. State cybersecurity governance & authority Operational

2. Comprehensive independent risk assessments 
& threat landscape

Operational

3. Continuous monitoring for threats & 
vulnerabilities

Operational

4. Best practices Green

5. Cybersecurity awareness & cyber culture Operational

CYBERSECURITY PROGRAM

Call-to-Action on State Cybersecurity:

State Cybersecurity Initiatives:

Governor’s Cybersecurity Dashboard February 2018

MS-ISAC Threat Map:

Risks and Significant Threats

Risk/Threat Change since last month

Lost/stolen equipment

Malware from internet activity

Denied connections

MAJOR CYBER INCIDENTS

Description Status

1. Database Encryption Operational

2. Cyber Disruption Response Strategy Operational

3. Digital Incident Response Operational

4. Awareness Training for all SOM Employees Operational

5. Vulnerability Assessment Services Operational


